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Abstract

Nitrobit group policy installations up to version 2.2.3.1 are detected as virus infected by some virus

scanners.

More Info

This virus altert is a so called “False Positive”: The module is detected as virus infected even if it is

not.

The  false  positive  is  detected  in  the  module  “NGPProc.exe”.  The  reported  virus  type  is

“Gen:Variant.Kazy.193“.

Virus  scanners  reporting  this  false  positive  are  the  following  products  with  pattern  updates

received on 2010-09-09 or later:

• Bitdefender  7.2

• F-Secure 9.0.15370.0

• GData 21

• nProtect 2010-09-10.01

Depending on the product and the settings made, the module “NGPProc.exe” is deleted or moved

into a quarantine folder. This leaves the nitrobit group policy installation unusable.

Resolution

Install the latest nitrobit group policy version (2.2.3.1 or later).

Starting with this version, all  executable modules are digitally signed, which prevents the virus

scanners to detect the false positive.

The MSI installer database as well  as any driver files where already digitally signed in previous

versions.
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